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Vezméte, prosime, na védomi, ze text ¢lanku odpovida platné pravni uprave ke dni publikace.

Evropska zdravotni data pod lupou: Co
prinasi nova regulace a datova centra
(EHDS)?

Evropsky prostor pro zdravotni data (EHDS)[1] je nova iniciativa Evropské unie zamérena na
zlepSeni spravy a vyuzivani zdravotnich tdaju napric¢ Clenskymi staty. Cilem EHDS je poskytnout
jednotlivcum vétsi kontrolu nad jejich osobnimi zdravotnimi daty a souc¢asné umoznit bezpec¢né
sdileni, vyuzivani a ochranu téchto dat pro ucely vyzkumu, inovaci, zlepseni zdravotni péce, tvorby
politik nebo lepsi regulace, ¢i zvySeni odolnosti zdravotniho systému.

EHDS v zésadé roz$iruje existujici narizeni GDPR pro zvlastni kategorii udaju, a to osobnich i
neosobnich elektronickych zdravotnich udaju v¢. vymezenych zpracovatelskych operaci, stanovi
zvlastni kompetence specialnim tradum, a na rozdil od navrhu narizeni FIDA, ndvrhu smérnice PSD3
nebo Data Act predpoklada pomérné prisnd kritéria a omezeni ohledné pristupu a dalsiho vyuziti
elektronickych zdravotnich udaju, priCemz souCasné stanovi vyssi zaruky, napr. ze ukladani a dalsi
zpracovatelské operace by méli byt provadény vyhradné v EU.

Narizeni EHDS se zaCne uplatnovat postupné, a to nejdrive dva roky po svém vstupu v platnost, tj.
od 26. brezna 2027, pricemz urcitd ustanoveni nabydou uc¢innosti teprve v roce 2029, a jina
dokonce az v roce 2031. Organizace, na které se narizeni EHDS vztahuje, tyto méné prisné lhuty
pravdépodobné uvitaji vzhledem k tomu, Ze zavedeni novych postupl pro dosazeni souladu s EHDS
bude vyzadovat znacné tsili vSech zucastnénych stran.

1. Cile EHDS
EHDS ma ambiciozni cile:

» Propojit zdravotnictvi napri¢ EU a prinést vyhody digitalizace vSem zucastnénym
stranam od pacientl pres poskytovatele péce az po vyzkumné instituce. Podporuje nejen
zlepSeni zdravotni péce, ale také ekonomicky rozvoj diky podpore inovaci a modernich
technologif, pfi¢em? klade velky dliraz na ochranu soukromi{ a bezpe¢nost dat. Clenské staty
budou muset zridit organ pro digitdlni zdravotnictvi, ktery bude nova ustanoveni provadét a
dohliZet na jejich dodrZovani.

= Posileni prav pacientu, kteri maji kontrolu nad svymi zdravotnimi daty v podobé
pristupu ke svym zdravotnim zdznamum (napr. lékarské zpravy, laboratorni vysledky) v
elektronické podobé, a to bez ohledu na to, zda se nachézeji ve své domovské zemi nebo v
jiném clenském staté EU, moznosti sdilet tato data s jinymi poskytovateli zdravotni péce nebo
tretimi stranami, lepsi kontrolou nad svymi daty (nebo jak jsou vyuzivana) ¢i snazSi
prenositelnosti dat mezi poskytovateli zdravotni péce i ¢lenskymi staty EU.

» Podpora interoperability a standardizace zdravotnich dat v podobé zavedeni jednotnych
formatl a standardd pro zdravotni zdznamy a jejich prenos, nebo vytvoreni infrastruktury,
kterd umozni sdileni zdravotnich dat napri¢ ¢lenskymi staty, ¢imz se usnadni preshrani¢ni
poskytovani zdravotni péce.

= ZlepsSeni kvality zdravotni péce vcetné zavedeni rychlého a snadného pristupu ke



kompletnim zdravotnim Gdajim pacienta umozni lékartm lépe diagnostikovat a 1éc¢it, nebot
minimalizace duplicitnich vySetfeni a chyb zplsobenych nedostate¢nymi informacemi o
pacientovi.

» Podpora vyzkumu a inovaci diky vytvoreni pravidel pro sekundarni vyuziti zdravotnich dat,
ktera umozni vyvoj novych 1ékii, lé¢ebnych metod a zdravotnickych technologii, ddle analyzu
trend{ a prevenci nemoci, ¢i zlepSeni zdravotnich systému a tvorbu efektivnich politik nebo
regulace (napr. v oblasti zdravotni péce).

= Posileni ochrany dat a kybernetické bezpecnosti v podobé zavedeni prisnych pravidel pro
ochranu soukromi pacientll a bezpecnost dat, véetné pozadavku na anonymizaci, Sifrovani a
kontrolu pristupu, nebo vytvoreni bezpecnych prostredi pro sdileni, ukladani a jiné zpracovani
elektronickych zdravotnich dat.

» Podpora jednotného trhu EU, kde EHDS vytvari jednotny regulac¢ni rdmec pro poskytovatele
digitalnich zdravotnich sluzeb, ¢imz eliminuje rozdily mezi narodnimi legislativami a usnadnuje
pristup k celoevropskému trhu jako jsou systémy elektronickych zdravotnich zdznamd,
zdravotnické prostredky a rizikové systémy umélé inteligence.

2. Prakticky vyznam pro ruzné skupiny
EHDS ma prinést konkrétni vyhody pro ruzné skupiny dot¢enych osob naznacené nize:
a) Pro pacienty:

= Ziskani vétsi kontroly nad jejich zdravotnimi daty.
= Rychlejsi a kvalitnéjsi zdravotni péce diky lepsi informovanosti poskytovatelu.

b) Pro zdravotnické pracovniky:

» Jednodussi pristup ke zdravotnim zdznamim pacientl z ruznych ¢lenskych statu.
» Redukce administrativni zatéze diky digitalizaci.

c) Pro vyzkumné a inovativni organizace:

» Pristup k rozsahlym a kvalitnim datovym sadéam, coz urychli vyzkum a vyvoj novych
technologii, 16kt ¢i 1é¢ebnych postupd.

d) Pro clenské staty EU:

» Lepsi koordinace v oblasti zdravotni péce a vétsi efektivita zdravotnickych systémd.
= Podpora preshranicni spoluprace a péce.

3. Dopad na pacienty

EHDS mé prinést nékolik pozitivnich dopadl na pacienty, priCemz hlavnim cilem je zlepSeni
dostupnosti a kvality zdravotni péce v celé EU. EHDS prinasi pacientiim lepsi pristup k vlastnim
elektronickym zdravotnim udajum, vétsi kontrolu nad tim, jak jsou tato data vyuzivana, a soucasné
moznosti vétsi inovace v oblasti 1écby a zdravotnickych sluzeb diky lepsimu vyuziti zdravotnich dat
pro vyzkum. Pokud napiiklad pacient z Ceské republiky cestuje do Némecka a potrebuje 1ékarskou
péci, 1ékari v Némecku budou mit pristup k jeho zdravotni historii (pokud pacient poskytne souhlas).
Diky tomu mohou rychle zjistit napriklad predesla onemocnéni, alergie nebo 1éky, které pacient
uziva.

3.1. Lepsi pristup k vlastnim zdravotnim udajum



Pacienti by méli mit plnou kontrolu nad svymi elektronickymi zdravotnimi daty, a to napri¢ vSemi
clenskymi staty EU. Budou moci jednodusSe pristupovat k informacim, jako jsou lékarské zpravy,
vysledky laboratornich testt nebo o¢kovaci zdznamy, prostrednictvim digitalnich systému. Pristup
bude mozny i v pripadé, ze pacient cestuje nebo se 1é¢i v zahranic¢i, coz vyrazné usnadni preshrani¢ni
zdravotni péci.

Pristup by mél byt umoznén prostrednictvim ,systému elektronickych zdravotnich zaznamu"
nebo také ,systému EHR", ktery je definovén jako jakykoli systém, jehoz software nebo kombinace
hardwaru a softwaru tohoto systému umoznuje uchovavat, zprostredkovavat, exportovat, importovat,
konvertovat, upravovat nebo prohlizet osobni elektronické zdravotni tidaje, které patri do prioritnich
kategorii osobnich elektronickych zdravotnich udaji stanovenych narizenim EHDS a které jsou
vyrobcem urceny k tomu, aby je poskytovatelé zdravotni péce pouzivali pri poskytovani péce
pacientum nebo pacienti pri pristupu ke svym elektronickym zdravotnim tdajium. Vyviji se napriklad
zpUsoby pristupu k tdajim prostrednictvim webového portalu, mobilni aplikace, ¢i evropské digitalni
penézenky.

EHDS pocita také s vyuzitim tzv. wellness aplikaci, kterymi se rozumi jakykoli software nebo
jakakoli kombinace hardwaru a softwaru ur¢ena vyrobcem k pouziti fyzickou osobou pro zpracovani
elektronickych zdravotnich tdaja, konkrétné pro poskytovéani informaci o zdravotnim stavu fyzickych
osob nebo pro poskytovani péce pro jiné ucely, nez je poskytovani zdravotni péce.

3.2. Vétsi prava a kontrola nad daty

Pacienti budou moci rozhodnout, kdo a za jakym ucelem muze jejich data pouzivat a maji moznost
odmitnout sdileni svych zdravotnich udaji pro primérni i sekundéarni Gcely (napriklad vyzkum).
Nejprve je nutné se zajimat o jednotlivé pojmy, které EHDS definuje jako jsou ,elektronické
zdravotni udaje“, kterymi se rozumi osobni nebo neosobni elektronické zdravotni tudaje.
,Osobnimi elektronickymi zdravotnimi udaji“ jsou potom udaje tykajici se zdravi a genetické
udaje zpracovavané v elektronické podobé. Jeho protipélem jsou ,neosobni elektronické
zdravotni udaje”, tedy takové elektronické zdravotni idaje jiné nez osobni elektronické zdravotni
udaje, véetné udajl, které byly anonymizovany, takze se jiz nevztahuji k identifikované nebo
identifikovatelné fyzické osobé (subjektu udaju), a udaju, které se nikdy nevztahovaly k subjektu
udaji. Jde tedy o negativni definici, ktera je doplnéna vyslovnou zminkou o tom, ze také
anonymizované osobni udaje se stavaji neosobnimi udaji, coz ma potom vliv na moznost jejich
zpétného vyuziti, jak bude popsano dale.

Pro ucely pochopeni nakladani s elektronickymi zdravotnimi tdaji je také rozliSeni primarniho a
sekundarniho pouziti. ,Primarnim pouzitim“ se rozumi zpracovani elektronickych zdravotnich
udajl pro poskytovani zdravotni péce za c¢elem posouzeni, udrzeni nebo obnoveni zdravotniho stavu
fyzické osoby, jiz se tyto udaje tykaji, véetné predepisovani, vydeje a poskytovani 1é¢ivych pripravku
a zdravotnickych prostredku, jakoz i pro prislu$né socialni, spravni nebo uhradové sluzby.
ZjednodusSené receno je primarni pouziti i¢elové omezeno na oblast poskytovani zdravotni péce, a to
nejen témi, kteri tuto péce poskytuji, ale i témi, kteri tyto sluzby podporuji nebo dohlizi.

Jinou oblasti je ,sekundarni pouziti“, kdy Ize hovorit o zpracovani elektronickych zdravotnich
udaju pro ucely uvedené v kapitole IV narizeni EHDS, které nejsou puvodnimi ucely, pro néz byly
shromazdény nebo vytvoreny. Podle ¢l. 53 jde o nésledujici ucely:

- verejny zajem, regulace zdravotnictvi, statistika,

- vychova a vzdélavani,



- védecky vyzkum podporujici verejné zdravi a hodnoceni zdravotnickych technologii jako je vyvoj a
inovativni ¢innosti produktl a sluzeb, trénovéni, testovani a hodnoceni algoritmu, Al systému a
digitalnich aplikaci,

- zlepsSeni dostupnosti zdravotni péce nebo optimalizace 1éCby na zakladé zdravotnich dat.
3.2.1. Seznam novych prav pacientu

EHDS stanovi pacientim nésledujici seznam prav vedle jiz existujicich prav subjektu tdaju podle
narizeni GDPR:

a) Pravo na pristup k udajum (¢l. 3) skrze sluzby elektronického pristupu k udajum - fyzické
osoby a jejich zastupci maji pravo na pristup k idajum zdarma a v elektronické podobé umoznujici
stazeni kopie. Toto pravo lze omezit z divodu bezpecnosti pacienta a etickych davodu po primérenou
dobu, dokud kompetentni osoba muze vysvétlit informace a podstatu zdravotniho stavu (podstatného
dopadu na zdravi).

b) Pravo na vlastni vlozeni udaju (¢l. 5), kde udaje vlozené osobami na pacientské strané musi
byt odliSitelné od udaju vytvorenych zdravotnimi profesionaly.

¢) Pravo na opravu udaju (¢l. 6), které lze vykonat prostrednictvim sluzby pristupu
k elektronickym zdravotnim tdajum podle ¢l. 4, kdy jedna nebo vice narodnich, regionélnich nebo
lokalnich sluzeb musi byt vytvorena pro ucely zajiSténi pristupu pacienta a jeho zadstupcu po
omezenou nebo neomezenou dobu, pro urcité ucely, pokud to je tfeba, a umoznit spravu pristupa, a
dal$im zakonnym nebo jinym zastupcum (napr. opatrovnikiam).

d) Pravo na prenos udaju (Cl. 7), které 1ze vykonat okamzité, zdarma a bez dalSich prekazek. Toto
pravo lze vykonat primym prenosem do destinace anebo si opravnénéd osoba muze elektronické
zdravotni ddaje sama stahnout a poskytnout je poskytovateli zdravotnich sluzeb (napr.
prostrednictvim evropské penézenky digitalni identity, jak predpoklada natrizeni eIDAS 2.0[2]). Toto
pravo by mélo byt pouzitelné i pokud jsou poskytovatelé zdravotnich sluzeb usazeni v rtiznych
clenskych statech EU za pomoci evropského forméatu pro vyménu dat (¢l. 15)[3] a evropské
infrastruktury (cl. 23), pricemz kazdy poskytovatel zdravotnich sluzeb musi byt pripraven takové
udaje (technicky i jinak) prijmout. Stejné pravo na prenos ma opravnéna osoba i v pripadé, pokud
¢ast udaji ma byt predany do systému socialniho zabezpeceni nebo davkového systému.

e) Pravo zamezit pristup - opt-out (cl. 8), podle kterého by ¢lovék mél mit pravo nedat pristup
elektronicky ke svym elektronickym zdravotnim udajim, poskytovatelim zdravotnim sluzeb, které by
mélo byt doprovazeno upozornénim, ze to muze mit dopad na poskytnuti zdravotnich sluzeb (napr.
dobu zdravotniho vykonu anebo neznalost souvisejicich problém).

f) Pravo na obdrzeni informace o pristupu k udajum (¢l. 9), kdy ¢lovék by mél obdrzet
informaci véetné automatické notifikace tykajici se pristupu k osobnim udajiim alespon v minimélnim
rozsahu udaju, kterd musi byt dostupna nejméné 3 roky od okamziku kazdého poskytnuti pristupu
k udajl. Pravo na pristup muze byt dale omezeno v dusledku dulezitych prav a zajmu ¢lovéka nebo
poskytovatele zdravotnich sluzeb.

g) Pravo odhlasit se z primarniho pouziti (¢l. 10), které znamenda moznost rozhodnout se nemit
vibec zéaznamy v elektronickém systému EHS, které lze kdykoli odvolat, pricemz Clenské staty se
mohou rozhodnout, Ze v pripadé ochrany dilezitych zajma ¢lovéka lze k tidajum elektronicky
pristupovat poskytovatelem zdravotnich sluzeb i pres vykon tohoto prava.

h) Pravo identifikovat se online (¢l. 16), kdy ¢lovék by mél mit pravo identifikovat se online jak



predpoklada ¢l. 6 narizeni eIDAS,[4] véetné mozZnosti provadét preshranicné prevody zdravotnich
udaju.

i) Pravo podat stiznost u prislusného uradu pro digitalni zdravotnictvi (¢l. 21) ma umoznit
napravu zasahu do zdjmu tykajici se elektronického zdravotniho udaje nebo jeho pouziti véetné
vykonu prav.

j) Pravo opt-outu ohledné zpracovani zdravotnich dat pro sekundarni vyuziti (¢l. 71)
prepoklada, ze ¢lovék by nemél mit pouze pravo zamezit pristup ke svym zdravotnim udajim pro
primarni pouziti, ale moznost rozhodnout se, ze pristup zamezi specificky jen pro sekundarni pouziti,
pricemz i tento nesouhlas je kdykoli odvolatelny.

3.3 Rychlejsi a presnéjsi 1écba

EHDS by mélo umoznit 1ékarum a dal$im poskytovatelim zdravotnich sluzeb rychly pristup k
pacientovym zdravotnim zadznamum, coz muze zlep$it diagnostiku a urychlit rozhodovani o 1éCbé.
Snizit by se tim mélo riziko chyb zpusobenych nedostate¢nymi informacemi, napriklad pri alergiich
nebo uzivani 1éka.

3.4. Pristup k digitalnim zdravotnickym sluzbam

Pacienti by méli mit snadnéjsi pristup k inovativnim digitdlnim nastrojum a aplikacim, které mohou
podporit jejich 1é¢bu (napriklad telemedicina nebo aplikace pro sledovani chronickych onemocnéni).

EHDS podporuje standardizaci téchto systému, coz ma zajistit jejich bezpecnost a interoperabilitu
v ramci statu i napri¢ EU.[5]

3.5. Prinos pro vyzkum a inovace

Pacienti mohou neprimo profitovat z toho, Ze jejich anonymizovana data budou vyuzita pro vyzkum a
vyvoj novych 1é¢ebnych metod, 1éku nebo zdravotnickych zarizeni. Tyto inovace (vyvinuté napriklad
farmaceutickymi spolecnostmi) mohou vést k lepsi kvalité péce v budoucnu.

3.6. Zvyseni ochrany osobnich udaju

Narizeni EHDS klade duraz na ochranu soukromi a bezpe¢nost dat. Veskeré pristupy k datum budou
podléhat prisnym pravidlum a kontrole. Pacienti by diky novym pozadavkim méli mit vétsi jistotu, ze
jejich elektronicka zdravotni data jsou v bezpeci a zneuziti je minimalizovdno. EHDS napriklad
vyslovné vymezuje tzv. prioritni kategorie dat k primarnimu pouziti (¢l. 14 a priloha I.):

a) pacientsky souhrn

b) elektronické recepty

c) elektronické dispenzarizace

d) 1ékarské zobrazovaci studie a souvisejici zobrazovaci zpravy

e) vysledky lékarskych vySetfeni, véetné laboratornich a jinych diagnostickych vysledka a s nimi
souvisejicich tdaju

f) propoustéci zpravy.

4. Dopad na poskytovatele zdravotnich sluzeb



Evropsky prostor pro zdravotni data prinasi vyznamné zmény i pro poskytovatele zdravotnich sluzeb
(nemocnice, 1ékare, kliniky, aj.). Tyto zmény jsou zamérené na zlepSeni efektivity, kvality péce a
interoperability zdravotnich systému, avSak zaroven vyzaduji urcité investice a prizplisobeni novym
pravidlum.

EHDS by poskytovatelim zdravotnich sluzeb mélo zjednodusit pristup k elektronickym datim
pacientu, zlepsit efektivitu péce a podporit vyuziti inovativnich technologii. Na druhou stranu prinasi
i vyzvy, zejména v oblasti IT, ochrany dat a $koleni persondalu. Pro splnéni téchto pozadavku bude
klicova nejen podpora ze strany ¢lenskych statli, dostupnost finan¢nich prostredkl na prechod k
digitalnim reSenim, ale i mira prijeti zmén ze strany zdravotniho personalu ve svych kazdodennich
¢innostech. Poskytovatelé zdravotnich sluzeb se neobejdou bez potrebného software, které vyhovuje
pozadavkum EHDS, nebo standardizaci terminologie a kategorizace udaju, doplnéni existujicich
¢iselnikl a jinou souvisejici klasifikaci elektronickych zdravotnich informaci, kterd bude jednotné
pouzitelna.

4.1. Pozitivni dopady na poskytovatele zdravotnich sluzeb
a) Zlepseni pristupu k datum o pacientech

Poskytovatelé zdravotni péce by méli mit snadnéjsi a rychlejsi pristup k relevantnim elektronickym
zdravotnim tdajum pacientt, a to i od jinych poskytovatelt nebo z jinych ¢lenskych stata EU (se
souhlasem pacienta). Pristup k Uplnym zédznamum pacienta (napr. anamnéza, vysledky vySetreni,
alergie) by napriklad mél umoznit presnéjsi diagnostiku a rychlejsi rozhodovani o 1é¢bé. Pokud prijde
pacient z jiné zemé EU, napriklad nemocnice bude schopna snadnéji a rychleji ziskat jeho zdravotni
zdznamy. Tim se predejde zbyte¢nym opakovanym vySetfenim a nemocnice mize rychleji zahajit
lé¢bu. V jiném prikladé napr. 1ékari v mensich ordinacich budou moci vyuzit standardizované
digitalni platformy pro sdileni vysledku vySetreni a konzultace s odborniky (napr. specialisty) z jinych
zarizeni.

b) Podpora interoperability

EHDS zavadi pozadavek na standardizaci zdravotnich dat a systému, coz usnadni sdileni dat mezi
ruznymi zdravotnickymi zarizenimi a IT systémy. Diky interoperabilité by se méla zlepsit spoluprace
mezi jednotlivymi poskytovateli (napr. nemocnicemi a praktickymi 1ékari), coz muze zvysit kvalitu
péce.

¢) Snizeni administrativni zatéze

Digitalizace zdravotnich dat a jejich standardizace by méla zjednodusit spravu zdravotnické
dokumentace, coz miZze snizit administrativni zatéz predevs$im na strané zdravotnického personalu.

Méné Casu straveného manualni evidenci udaju muze znamenat vice ¢asu na péc¢i o pacienty,
pripadné zkraceni cekaci doby na jednotlivé zdravotni vykony tykajici se péce.

d) Pristup k inovacim
EHDS podporuje digitalni néstroje a sluzby, jako jsou systémy zalozené na umélé inteligenci, které
mohou pomoci s diagnostikou nebo predikci zdravotnich stavii. Novy pravni rdmec by mél

poskytovatelim usnadnit pristup k novym zdravotnickym aplikacim, nastrojum a technologiim, které
mohou zlepsit kvalitu péce.

e) ZlepSeni financovani a vyzkumu

Poskytovatelé zdravotni péce mohou vyuzit zdravotni data pro vyzkumné projekty, coz muze prinést



dodateCné financovani nebo prilezitosti ke spolupraci s vyzkumnymi institucemi.
4.2. Vyzvy pro poskytovatele zdravotnich sluzeb
a) Pozadavky na implementaci novych IT systému

Poskytovatelé zdravotnich sluzeb budou muset investovat do IT systému, které spliuji nové
standardy EHDS. To zahrnuje zavedeni systému pro elektronické zdravotni zaznamy (EHR) a jejich
propojeni s evropskym systémem. Nepredpoklada se, ze by si poskytovatelé tyto systémy sami
vyvijeli, ale spiSe bude zélezet na vyvoji ¢i zméné stavajicich reSeni na strané poskytovatelu
prislusného software z rad tfetich stran, coz muze prirozené vygenerovat dodatecné jednorazové
nebo zvySené prubézné néklady. Zajisténi kompatibility a bezpecnosti téchto systému muze byt
nakladné, zejména pro mensi zarizeni.

b) Posileni ochrany dat

EHDS klade duraz na bezpecnost zdravotnich dat. Poskytovatelé budou muset zavést prisnéjsi
opatreni na ochranu osobnich udaju pacientl, coz muze zahrnovat investice do kyberbezpecnosti a
pokrocilejSich nastroju jako je detekce rtuznych anomalii, coz jiz uréitym zplsobem predpoklada
nutnost implementace smérnice NIS 2[6] v podobé nového zakona o kybernetické bezpecnosti.[7]
Vzroste odpovédnost za dodrzovani GDPR a dal$ich pravidel tykajicich se ochrany dat, coz muze také
vytvorit urcity tlak na aktualizaci pojistnych smluv tykajici se odpovédnosti z provozu zdravotnickych
zarizeni, pripadné nutnosti vytvorit dodatecné rezervy.

¢) Vzdélavani personalu

Lékari, sestry a dalsi zdravotnicky personal budou muset byt proskoleni, aby efektivné vyuzivali nové
systémy a technologie, véetné dodate¢nych pozadavku na ochranu dat a kybernetickou bezpec¢nost.
To muze vyzadovat ¢as i finan¢ni zdroje.

d) Narocnéjsi administrace dat

Poskytovatelé budou muset zajistit, ze zdravotni data jsou ukladana, sdilena a spravovana v souladu
s pravidly EHDS, coz prinasi nové pozadavky na spravu dat a dodrzovat urcité postupy nebo zavést
nové procesy, aby cely systém byl funk¢ni. V kone¢ném disledku na spravnych vstupech ohledné
elektronickych zdravotnich udaji budou zéavislé lidské zivoty.

5. Dopad na sekundarni vyuziti zdravotnich dat

Pristup ke zdravotnim udajim pro sekundéarni vyuziti bude podléhat pomérné prisnym pravidlim a
podminkam. Cely proces ziskani pristupu by mély usnadnit vzory zadosti a souhlasu v ramci
zadosti o pristup ke zdravotnim udajum pro sekundéarni uziti. Na rozdil od primarniho vyuziti muze
byt za sekundarni vyuziti elektrickych zdravotnich tdajua Gctovan poplatek. Predpoklada se, ze
sekundarni vyuziti elektronickych zdravotnickych dat bude probihat minimalné v pseudonymizované,
idealné v anonymizované podobé.

EHDS vyslovné specifikuje minimalni kategorie dat pro sekundarni uziti (¢l. 51), kterymi jsou:
a) elektronické zdravotni udaje z EHR,

b) tdaje o faktorech ovliviujicich zdravi, v€Cetné socioekonomickych, environmentalnich a
environmentdlnich, a behaviordlnich determinantt zdravi,



c¢) souhrnné udaje o potrebach zdravotni péce, zdrojich vyclenénych na zdravotni péci, poskytovani
zdravotni péce a o zdravotnim stavu obyvatelstva a pristupu ke zdravotni péci, vydajich na zdravotni
péci a jejim financovani,

d) udaje o patogenech, které ovliviuji lidské zdravi,

e) administrativni Gdaje tykajici se zdravotni péce, véetné tdaju o vydavani lécivych pripravka,
uhradé néakladu, zadostech a uhradach,

f) lidské genetické, epigenomické a genomické udaje,

g) dalsi lidské molekularni tdaje, jako jsou proteomické, transkriptomické a metabolomické udaje,
lipidomickeé a jiné omické udaje,

h) osobni elektronické zdravotni tidaje automaticky generované prostrednictvim zdravotnickych
prostredka,

i) Udaje z wellness aplikaci,
j) udaje o profesnim statusu a o specializaci a instituci v oblasti zdravotnictvi,

k) tdaje o zdravotnickych zarizenich, ktera jsou soucasti zdravotnického systému, zdravotnickych
pracovniki, kteri se podileji na 1é¢bé fyzické osoby,

k) udaje z populacnich registra zdravotnich udaju, jako jsou registry verejného zdravi,
1) daje ze zdravotnickych registru a registru umrtnosti,

m) udaje z klinickych hodnoceni, klinickych studii, klinickych zkousek a studii vykonu, na které se
vztahuje narizeni (EU) ¢. 536/2014, narizeni Evropského parlamentu a Rady (EU) 2024/193834,
narizeni (EU) 2017/745 a narizeni (EU) ¢. 2016/679, (EU) 2017/746,

n) dalsi zdravotni daje ze zdravotnickych prostredku.

EHDS pamatuje také na zakazané sekundarni vyuziti (Cl. 54). Zakazano by mélo byt zpristupnit a
zpracovavat udaje za ucelem:

a) prijimani rozhodnuti nepriznivych pro fyzickou osobu zaloZenych na jejich elektronickych
zdravotnich datech,

b) prijimani rozhodnuti o prijeti do zaméstnani, nabizeni méné priznivych podminek dodani zbozi
nebo poskytnuti sluzeb vcetné vylouceni osob z pojisténi nebo odmitnuti tvéru, dprava vyse
pojistného nebo uvérovych podminek, nebo prijeti jinych diskriminujicich rozhodnuti zalozenych na
ziskanych zdravotnich udajich,

c) reklamni a marketingové ucely,

d) vyvoj produktll nebo sluzeb poskozujicich jednotlivce, verejné zdravi nebo spolec¢nost (napr. drogy
a jiné navykové latky),

e) dalsi Cinnosti v rozporu dobrymi mravy v ramci ustanoveni narodni legislativy.

5.1. Klicové zmény a prinosy pro sekundarni vyuziti zdravotnich dat



5.1.1. Zavedeni narodnich pristupovych center

Clenské staty EU budou povinny ziidit orgény pro piistup ke zdravotnim datiim (Health Data
Access Bodies), které budou fungovat jako prostrednici mezi zadateli (vyzkumniky, institucemi) a
datovymi sadami. Tyto organy zajisti bezpeCny pristup k anonymizovanym nebo pseudonymizovanym
datum a dohlédnou na dodrzovéni pravidel.

Maji se vytvorit organy pristupu ke zdravotnim datum (¢l. 55) a osoba v postaveni divéryhodného
drzitele zdravotnich udaju (¢l. 72), které umozni zjednoduseny proces pristupu kvili dostateCnym
zarukam souladu, bezpecnosti (Cl. 73) a znalosti vyhodnotit zadosti o pristup.

Ohledné preshrani¢niho pristupu k udajum by kazdy ¢lensky stat mél vytvorit narodni kontaktni
bod (Cl. 75), ktery se mél byt napojen na platformu HealthData@EU.

Stanovi se jak povinnosti drzitelt udaju, tak povinnosti zadatelu o pristup k udajum. Drzitelé udaji
budou mit povinnost (¢l. 60) na zadost prislusného organu umoznit pristup ke zdravotnim udajum,
zatimco zadatelé o pristup k idajum budou muset napt. prokéazat dostatecnou kvalifikaci v oblasti
zdravotnictvi anebo dostate¢né technické a organizaéni opatreni pred zneuzitim elektronickych
zdravotnich dat (Cl. 68)

5.1.2. Omezeni ucelem pouziti

Evropsky prostor pro zdravotni data (EHDS) prinasi zdsadni zmény v oblasti sekundarniho vyuziti
zdravotnich dat, které se tyka vyuzivani téchto dat pro ucely vyzkumu, inovaci, politiky a verejného
zajmu, nikoliv pro primou péci o pacienta. EHDS stanovuje jasna pravidla a ramce, které zajistuji
transparentnost, bezpecnost a etické nakladani s daty.

Pristup by mél byt umoznén z duvodu verejného zajmu, tak i pro nékteré komercni ucely jako je:

» Vyzkum novych 1é¢iv, 1é¢ebnych postupt a zdravotnickych zarizeni.
= Epidemiologické studie a analyzy verejného zdravi.
» Hodnoceni efektivity zdravotnich systému a tvorba politik.

EHDS vyrazné usnadnuje sekundéarni vyuziti zdravotnich dat pro vyzkum a inovace, ¢imz podporuje
vyvoj novych 1écebnych metod, zdravotnickych technologii a tvorbu efektivnich politik. Souc¢asné
zajistuje vysokou uroven ochrany soukromi a bezpecnosti dat, coz prispiva k duvére verejnosti.
Presto bude klicové zajistit etické naklddani s daty a vybudovat potrebnou infrastrukturu napric¢
Clenskymi staty.

Sekundérni vyuziti tdaji pak bude podléhat omezenim pro ucely vymezené v souhlasu podle ¢l. 68,
Zadosti o zpristupnéni dat podle ¢l. 69, v pripadech uvedenych v ¢l. 67 odst. 3, nebo na zakladé
souhlasu opravnéné osoby v HealthData@EU podle ¢l. 75.

5.1.3. Standardizace dat

EHDS predpoklada prijeti jednotnych standardu[8] a formata[9] pro elektronicka zdravotni data, coz
ma usnadnit jejich sdileni a analyzu napri¢ ¢lenskymi staty. Vyzkumnici budou moci snadnéji
pracovat s daty z ruznych zemi, coz mize vést k vétsi kvalité a srovnatelnosti studii.

5.1.4. Ochrana soukromi a bezpecnosti dat

Narizeni EHDS klade diiraz na anonymizaci nebo pseudonymizaci dat, aby byla chranéna identita
jednotlivcu. Poskytovéani dat bude probihat za prisné kontrolovanych podminek v zabezpecenych



prostredich. Pristup k datim bude ¢asové omezeny a prisné monitorovany.
5.1.5. Snazsi pristup k datium pro vyzkum

Vyzkumnici jiz nebudou muset vyjednavat individualné s poskytovateli dat, coz cely proces
zjednodusi a zrychli. Diky EHDS bude mozné pristupovat k rozsahlym a riznorodym datovym sadam
(napr. genetické udaje, udaje o 1é¢hé, klinické studie) z celé EU.

5.1.6. Podpora inovaci a umélé inteligence
Sekundarni data mohou byt vyuzita k vyvoji systému umélé inteligence, které napriklad zlepsuji
diagnostiku, predpovidaji pribéh nemoci nebo navrhuji personalizované 1éCebné plany. Zdravotni

startupy a inovativni firmy budou mit vice prilezitosti pracovat s relevantnimi daty, coz povede k
rychlejSimu zavadéni novych technologii.

5.2. Prakticky dopad na sekundarni vyuziti dat
Zmény, které EHDS prinasi, by se mély pro ruzné skupiny prakticky projevit napriklad takto:
a) Pro vyzkumniky:
» Akademické nebo vyzkumné instituce budou moci snadnéji pristupovat k datim pro
epidemiologické studie, napriklad pri analyze dopadu pandemie COVID-19 nebo jinych
infekCnich nemoci.

= Multinacionalni studie, které drive trvaly roky kvuli riznorodosti pravidel, budou nyni
efektivnéjsi.
b) Pro farmaceutické firmy:
= Farmaceutické spole¢nosti budou moci analyzovat rozsahla data o ucinnosti a bezpecnosti
1é¢iv napric Clenskymi staty, coz urychli vyvoj novych 1éka.
» Budou vSak muset splnit prisné podminky pro ochranu soukromi a dolozit, ze vyuziti dat slouzi
verejnému zajmu.
c) Pro verejné zdravotni systémy:

= Anonymizovana data mohou byt pouzita k identifikaci slabin zdravotnich systému a k tvorbé
politik, které zlepsi péci o pacienty nebo zefektivni tvorbu a udrzovani narodnich
epidemiologickych nebo pandemickych plant.
» Sekundarni vyuziti dat umozni efektivnéjsi planovani, napriklad predikci budouci potreby
zdravotnickych pracovniku nebo kapacit nemocnic.
5.3. Vyzvy a rizika
Moznost sekundarniho vyuziti dat neprinasi jen vyhody, ale jsou zde i urcité vyzvy jako je:

a) Zajisténi anonymity

I pres anonymizaci existuje riziko zpétné identifikace, zejména u malych datovych sad. To bude
vyzadovat neustalé zlepSovani bezpecnostnich mechanismd.

b) Etickeé otazky

Sekundérni vyuziti dat mize narazit na odpor verejnosti, pokud bude nedostate¢né komunikovano,



jakym zpusobem a pro¢ jsou jejich data vyuzivana, nebo pripadné reakce na poruseni povinnosti
vyplyvajicich z EHDS.

c) Technické a organizacni vyzvy

Vytvoreni kompatibilnich IT systému a databazi bude nékladné a naro¢né, zejména pro zemé s méné
rozvinutymi zdravotnickymi infrastrukturami.

6. Dopad na vyrobce zdravotniho software a dalsSi aktéry

Evropsky prostor pro zdravotni data zdsadné ovlivni poskytovatele zdravotniho softwaru a sluzeb
souvisejicich se spravou, prenosem a ukladanim zdravotnich dat. Tato regulace klade duraz na
bezpecnost, interoperabilitu a odpovédné nakladani s daty, coz vyZzaduje zmény v technologickych
resenich a provoznich postupech. Ocekava se, ze zvySené jednorazové néaklady budou spojené
s prechodem ze standardu DASTA 4[10] na novy standard HL7CDA[11], kdy eHealth Network
prijima HL7 FHIR[12] pro vyménu zdravotnich informaci v EU pro nové pripady pouZiti.

EHDS upravuje také nové specifické pozadavky na vyrobce EHR systému (Cl. 30), autorizované
zastupce (Cl. 31), dovozce (Cl. 32), distributory (¢l. 33) a dalsi hospodarské subjekty. Ta pak maji
doplnit stavajici pravidla pro software jako jsou ta stanovena Medical Devices Regulation.[13]
6.1. Povinnosti tykajici se vyrobcu EHR systému (¢l. 30)

EHDS nové stanovi urcity set povinnosti vyrobcum EHR systému jako je povinnost:

- uvést do shody softwarové komponenty systémi EHR se spole¢nymi specifikacemi (¢l. 36 a priloha
¢. II)

- vytvorit technickou dokumentaci podle jednotného vzoru (¢l. 37 a priloha ¢. III) a uchovéavat ji po
dobu 10 let od doby uvedeni systému na trh, resp. zverejnit ji online

- opatrit informacnim dokumentem pro uzivatele provazejici systém EHR (¢l. 38) a instrukce pro
pouziti

- vytvorit deklaraci EU konformity (Cl. 39 a priloha ¢. IV)
- umistit oznaceni shody CE (Cl. 41)

- oznaCit kontaktni tdaje na vyrobce

- splnit registracni povinnosti (¢l. 49)

- prijmout napravna opatreni za ucelem obnoveni konformity a informovat o tom prislusné organy,
resp. distributory, autorizované zastupce, dovozce a uzivatele, véetné pripadného stazeni EHS
systému z trhu

- informovat distributory, autorizované zastupce, dovozce a uzivatele o potrebé preventivni udrzby
systému a jejich frekvenci

- na zadost prislusného organu informovat a zdokumentovat soulad EHR systémi s pozadavky
uvedenymi v priloze II

- spolupracovat s prislusnymi organy pri vykonu dohledu v¢. nezbytné nutnosti sdélit zdrojovy kod
nebo logiku, jakym zpusobem byl software naprogramovan



- vytvorit proces pro vyrizovani stiznosti v¢. evidence stiznosti a vymény informaci s distributory.
6.2. Welness aplikace

Specifické povinnosti budou muset plnit vyrobci aplikaci v oblasti zdravého zivotniho stylu jako je:
- oznaceni souladu s pozadavky a specifikacemi podle Cl. 36 a prilohy II (Cl. 47)

- interoperabilita s EHS systémy (Cl. 48), pricemz sdileni a prenos udaju je mozné pouze se
souhlasem uZivatele, nikoli o automatickou vyménu

- registrace v EU databazi ESH systému a welness aplikaci (Cl. 49).
6.3. Dalsi dopady

EHDS vytvari jak prileZitosti, tak vyzvy pro poskytovatele zdravotniho softwaru a sluzeb ukladani a
prenosu dat. Poskytovatelé, ktefi se prizptisobi novym pozadavkum na bezpecnost, interoperabilitu a
ochranu dat, mohou ziskat vyznamnou konkurencni vyhodu na rostoucim evropském trhu digitalniho
zdravotnictvi. Na druhé strané vSak budou Celit vy$$im regulacnim a technickym narokum, které si
vyzadaji investice do infrastruktury, certifikaci a vyvoje. Zde jsou hlavni dopady:

6.3.1. Pozitivni dopady na poskytovatele zdravotniho softwaru a datovych sluzeb

Mezi pozitivni dopady lze zminit napriklad moznost snasi expanze na jednotny evropsky trh se
zdravotnimi technologiemi, vétsi poptavku po softwarovych reSenich splhujicich EHDS standardy
anebo lep$i moznost vyvoje inovativnich produktl a sluzeb, které podporuji digitalizaci zdravotni
péce.

a. Vznik novych prilezitosti na trhu

EHDS podporuje rozvoj digitdlnich zdravotnich sluzeb, coz zvySuje poptavku po softwarovych
resenich a sluzbach, jako jsou:

» Elektronické zdravotni zdznamy (EHR) splnujici nové standardy.
= Systémy pro interoperabilitu mezi poskytovateli zdravotni péce.
» Cloudové sluzby zamérené na bezpecné ukladani a zpracovani zdravotnich dat.

Poskytovatelé softwaru a cloudovych sluzeb, kteti splni pozadavky EHDS, mohou ziskat konkurencni
vyhodu a pristup k Sir§Simu evropskému trhu.

b. Standardizace jako prilezitost

Zavedeni jednotnych standarda a formata pro zdravotni data v celé EU umoziuje poskytovatelim
softwaru vytvaret produkty, které jsou snadno pouzitelné v ruznych ¢lenskych stéatech.
Standardizace eliminuje nutnost lokalizace softwaru pro jednotlivé zemé, coz snizuje naklady na

Vyvoj.
c. Podpora cloudovych a datovych reseni

Cloudova infrastruktura spliujici pozadavky EHDS (napr. ochrana dat, certifikace) bude klicova pro
ukladani a zpracovani zdravotnich dat. Poskytovatelé cloudovych sluzeb mohou vyuzit prilezitost stat
se klicovymi partnery zdravotnickych zarizeni nebo narodnich autorit, pokud zajisti plnou shodu s
regulacnimi pozadavky.



d. Podpora inovaci
EHDS ma vytvorit podminky pro rozvoj aplikaci a systémi vyuzivajicich umélou inteligenci (Al) a
analyzu dat, které mohou pomoci poskytovatelim zdravotni péce zlepS$it diagnostiku a 1écbu.

Poskytovatelé softwaru se mohou zamérit na vyvoj analytickych nastroju a platforem, které budou
vyuZzivat zdravotni data pro sekundarni ucely, jako je vyzkum nebo verejné zdravi.

6.3.2. Regulacni vyzvy a pozadavky

EHDS prinasi také implementacni patrné vyzvy jakou jsou vyssi naklady na vyvoj a certifikaci
softwaru. Prisnéjsi regulacni pozadavky mohou byt prekédzkou pro mensi hrace na trhu. Vyssi
naklady a usili bude nutné napriklad v dusledku nutnosti nepretrzitého sledovani souladu s
legislativou EHDS.

a. Zajisténi souladu s pravidly EHDS

Poskytovatelé softwaru a sluzeb musi zajistit, Ze jejich produkty spliuji technické a bezpecnostni
standardy stanovené EHDS, coz zahrnuje:

= Interoperabilitu (pouzivani jednotnych datovych formatu, napriklad FHIR nebo HL7).
= Zabezpeceni dat (Sifrovani, kontrola pristupu, ochrana proti kybernetickym utokiim).
» Systémy pro sledovatelnost pristupu k dattim.

Bude navic vyzadovéno ziskani certifikaci pro softwarova a datova reseni.

b. Prisné pozadavky na ochranu dat

Poskytovatelé budou muset implementovat opatfeni pro ochranu osobnich udaji podle GDPR a
pravidel EHDS, napriklad:

» Pseudonymizaci nebo anonymizaci dat.
= Omezovani pristupu pouze na autorizované osoby a organizace.
» Transparentnost v tom, jak jsou data zpracovavana a sdilena.

c. Investice do infrastruktury

Cloudova a datova centra musi spliovat pozadavky na bezpecnost a dostupnost zdravotnich dat. To
zahrnuje:

» Umisténi dat v EU Cili v zemich, které splnuji prisné standardy ochrany dat.
= Zajisténi odolnosti proti vypadkiim (napr. zalozni systémy a disaster recovery plany).

Mensi poskytovatelé sluzeb mohou ¢elit problémum s financovanim nutnych zmén.
d. Kontrola pristupu a auditovatelnost

Softwarova resSeni budou muset umoznit monitorovani a audit pristupt k datum, aby byla zajisténa
plnd transparentnost. Vyrobci budou zodpovédni za implementaci funkci, které zabrani
neopravnénému pristupu a umozni zpétné dohledani aktivit v systému.

7. Sankce

Spravni pokuty podle EHDS budou ukladat organy pristupu ke zdravotnim udajum v maximalni vysi
20 milioni EUR nebo, v pripadé podniku, ve vy$i maximalné 4 % jeho celkového celosvétového



rocniho obratu za predchozi ucetni obdobi, podle toho, ktera castka je vyssi, priCemz za méné
zavazna pochybeni se mohou ulozit pokuty ve vys$i 10 milionia EUR nebo 2 % celkového
celosvétového rocniho obratu za predchozi Gc¢etni obdobi.

8. Zaver

Nova regulace Evropského prostoru pro zdravotni data predstavuje zasadni krok smérem k
digitalizaci a standardizaci zdravotnich dat v EU. Oproti open banking v PSD3 nebo pravnimu ramci
FIDA je tato oblast regulace sdileni dat vyrazné napred. Pacienti ziskéavaji vétsi kontrolu nad svymi
udaji a snazsi pristup k péci napric¢ clenskymi staty, zatimco poskytovatelé zdravotni péce a datovych
sluzeb ¢eli novym pozadavkiim na interoperabilitu, bezpe¢nost a ochranu dat. EHDS zaroven otevira
dvere inovacim a vyzkumu diky moznosti sekundarniho vyuziti zdravotnich dat.

Prestoze implementace prinese technologické i pravni vyzvy, vytvori zaklad pro moderni a propojené
zdravotnictvi v Evropé. Datova centra a cloudové sluzby budou hrat klicovou roli v této transformaci,
a proto musi spliiovat prisné standardy bezpecnosti a spolehlivosti.

Pro tspésnou implementaci nové regulace bude nezbytna uzka spoluprace mezi Clenskymi staty EU,
zdravotnickymi organizacemi a technologickymi partnery. Je dilezité, aby vSechny zucastnéné strany
byly pripraveny na nové pozadavky a aktivné se podilely na tvorbé a udrzovani bezpecného a
efektivniho systému spravy zdravotnich dat.

V kone¢ném dusledku muze EHDS prinést revoluci v oblasti zdravotni péce v Evropé, pokud budou
vSechny aspekty regulace spravné implementovany a pokud bude zajisSténa vysokda uroven ochrany
osobnich udaju. Tato regulace predstavuje prilezitost ke zlepSeni zdravotnickych sluzeb a k podpore
inovaci, které mohou vést k lepSim zdravotnim sluzbam pro vSechny obcany EU. Soucasné
implementacni vyzvy jsou také nezanedbatelné a doufejme, Ze budou provedeny maximélné
zodpovedné.

Mgr. Robert Simek Ph.D.
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e Civilnépravni prostredky ochrany pri koupi falzifikatu
 Novela zakona o pyrotechnice: likvidace profesionalii namisto zmirnéni negativnich vliva

» Konec zakonné koncentrace rizeni? Navrh NejvysSsiho soudu pred Ustavnim soudem
e Soudni poplatky v fizeni o rozvodu manzelstvi a ipravy pomért k nezletilému ditéti po tzv.

rozvodové novele

* Imise ve stavebnim rizeni aneb kde konci verejny zdjem a zac¢ind soukromé pravo?

o Uzivani prostoru nad pozemkem treti osobou

e Pristup k nemovitosti pres pozemek treti osoby

o PREHLEDNE: Jak funguje piedkladéni plné moci? Posta¢i soudu jen jeji ,fotokopie“? Aneb
vyvoj pravni upravy pozadavki na plnou moc v naSem pravnim systému.

e Vyuzivani nastroji umélé inteligence: pro¢ je GDPR relevantni?

« Transfer Pricing: Na co si dat pozor s blizicim se koncem roku

7 7 Ve 7

e Byznys a paragrafy, dil 24.: Digitalizace korporatniho prava: EU cili na snizeni administrati
pri preshraniénim podnikani
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