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Vezméte, prosime, na védomi, ze text ¢lanku odpovida platné pravni uprave ke dni publikace.

Rezim Safe Harbour v ramci poskytovani
hostingovych sluzeb

Internet jako systém navzajem propojenych pocitacovych siti poskytuje komukoliv pripojeni k
internetové siti, prostrednictvim které je kazdému umoznén pristup k informacim, prenos dat a
taktéz poskytovani sluzeb nejruznéjsich tlozist. S rozvojem internetu nabyva na rozmeéru i
poskytovani sluzeb, které hojné vyuziva kazdy z nds. S timto rozmachem, jakoZ i neomezenym
pristupem k nim, vyvstava celd rada otazek a problému, zejména pokud jde o prenos, stahovani a
ukladéni dat, s ¢imz souvisi i narust porusovani prav tretich osob.

Mezi nejcCastéji porusovanymi pravy patri prava tykajici se dusevniho vlastnictvi, zejména
prav autorskych a prava s nimi souvisejici, presto se prava tretich osob mohou dostat do
kolize s jinymi garantovanymi pravy jako napr. svobodou soukromi, ochranou osobnich
udaju, svobodou informaci a podnikani; presto vsak plati legalni licence, ze kazdy obcan
muze Cinit vSe, co neni zakonem zakazano[1], a soucasné soukromopravni zasada, ze lidé
maji jednat poctivé a v dobré vire.[2]

Nezbytnost pravni Upravy odpovédnosti v ramci poskytovani globalniho média doslo k prijeti
Smérnice Evropského parlamentu a Rady 2000/31/ES ze dne 8. cervna 2000 o nékterych pravnich
aspektech sluzeb informacni spolecnosti, zejména elektronického obchodu, na vnitrnim trhu (dale
jen ,,Smérnice”). Prijetim smérnice byla provedena transpozice do zdkona ¢. 480/2004 Sbh., o
nékterych sluzbach informacnich spoleCnosti a 0 zméné nékterych zakont, ve znéni pozdéjsich
predpist (dale jen ,,ZSIS*“), ktery upravuje mj. prava a povinnosti poskytovatell sluzeb informacni
sluzby znamé téz jako Internet Service Providers (dale jen ,,ISP“).

Podle § 2 pism. a) ZSIS je za sluzbu povazovana jakakoliv sluzba, ktera je poskytovana
elektronickymi prostredky na individualni Zadost uzivatele podanou elektronickymi prostredky,
poskytovana zpravidla za uplatu; sluzba je poskytnuta elektronickymi prostredky, pokud je odeslana
prostrednictvim sité elektronickych komunikaci a vyzvednuta uzivatelem z elektronického zarizeni
pro ukladani dat, podle pism. d) cit. ustanoveni se poskytovatelem sluzby rozumi kazda fyzicka nebo
pravnicka osoba, ktera poskytuje nékterou ze sluzeb informacni spolec¢nosti a podle pism. e) se
uzivatelem rozumi kazda fyzicka nebo pravnicka osoba, ktera vyuziva sluzbu informacni spolecnosti,
zejména za Ucelem vyhledavani ¢i zpristupnéni.

Hostingové sluzby spocivaji v poskytovani platformy pro vkladani informaci/obsahu na cloudové
ulozisté, ruznd diskusni fora, osobni blogy nebo napriklad socialni sité, priCemz tyto sluzby se mohou
lisit podle toho, zda podporuji pouze néktery format obsahu, jako je tomu napr. u YouTube, ktery
umoziuje pouze nahravani obrazové-zvukovych zaznamu, nebo zda podporuji pouze obrazové
zdznamy, jako je tomu u socidlni sité Instagram atp.

Vylouceni odpovédnosti ISP dle ¢lanku 14 Smérnice
Podle ¢lanku 14 Smérnice odpovédnost poskytovatele je vyloucena, pokud (i) poskytovatel nebyl

ucinné seznamen s protipravni ¢innosti nebo informaci a ani s ohledem na narok na nahradu skody si
neni védom skutecnosti nebo okolnosti, z nichz by byla zjevna protipravni ¢innost nebo informace,
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nebo (ii) jakmile se poskytovatel o protipravni ¢innosti nebo informaci dozvédeél, jednal s cilem je
odstranit nebo znemoznit k nim pristup.

Naproti tomu ustanoveni § 5 ZSIS nestastné stanovi, Ze poskytovatel hostingovych sluzeb odpovida
za obsah informaci ulozenych, (i) mohl-li vzhledem k predmeétu své ¢innosti a okolnostem a povaze
pripadu védét, ze obsah ukladanych informaci nebo jednani uzivatele je protipravni, nebo (ii)
dozvédél-li se prokazatelné o protipravni povaze obsahu ukladdanych informaci nebo o protipravnim
jednani uzivatele a neprodlené neucinil veskeré kroky, které 1ze po ném pozadovat, k odstranéni
nebo znepristupnéni takovychto informaci (tzv. mechanismus notice and take down).

Z vyse uvedeného vyplyva, Ze legislativni znéni ustanoveni § 5 ZSIS neodpovida smyslu a zaméru
clanku 14 Smérnice. Zminovaného ustanoveni § 5 ZSIS nevylucuje odpovédnost IPS, ale naopak ji
zakladd, kdy ke vzniku odpovédnosti poskytovatele sluzby se nevyzaduje subjektivni védomi, ale jiz
pouha moznost nabyti védomosti o protipravnosti obsahu ulozenych informaci, coz z pohledu
pasivniho, resp. neutralniho, poskytovatele je neprimérené tvrdé. S ohledem na tento vécny nesoulad
mezi obéma predpisy, musi byt ZSIS vykladan eurokonformnim vykladem, tj. ze dané ustanoveni § 5
odpovédnost poskytovatele vylucuje, nikoliv zaklada. Pro zvlastni rezim vyloucCeni odpovédnosti se
ustélil termin Safe Harbour (bezpecny pristav). Jsou-li dodrzena pravidla bezpec¢ného pristavu,
nevznikd odpovédnost poskytovateli informacnich sluzeb za obsah ¢i jednani uzivatele, avSak
dozvédél-li se poskytovatel sluzby o protipravni povaze obsahu sluzby a neucinil neprodlené nalezité
kroky, at jiz znepristupnénim ¢i smazanim obsahu, pak poskytovatel sluzeb ztraci tento rezim a stava
se pravné odpovédnym za obsah nahrany uzivatelem. Elementarni myslenkou tohoto rezimu je
zachovani pasivni role poskytovatele sluzby do uzivatelského obsahu. Na rezim Safe Harbour
navazuje ustanoveni § 6 ZSIS, podle néhoz poskytovatelé nejsou povinni dohliZzet na obsah jimi
prenasenych nebo ukladanych informaci, nebo aktivné vyhledavat skutecnosti a okolnosti
poukazujici na protipravni obsah informace. S touto otdzkou souvisi i problematika filtrovani
informaci, kdy se v takovém pripadé muze IPS dostat do konfliktu se zékladnimi pravy a svobodami.
K uvedenému se vyjadril i SDEU, kdy dosSel k zavéru, ze je v rozporu s pravem EU ulozeni povinnosti
ISP spocivajici ve filtrovani informaci ukladanych na jeho server uzivateli, kdy by takova obecna
povinnost dohledu ukladala povinnost aktivniho dohledu na takrka veskerymi udaji vSech uzivatel
jeho sluzeb za ucelem predchézeni jakémukoliv budoucimu porusovani prav dusevniho vlastnictvi a
vedl by k zavaznému zasahu do svobody podnikani poskytovatele hostingovych sluzeb, kdy by se
ucinky takového prikazu nedotkly pouze IPS, ale mohlo by téz dojit k poruseni zdkladnich prav
uzivatell sluzeb v podobé poruseni prava na ochranu osobnich udaju atp.[3]

Co lze spravedlivé pozadovat od ISP?

V ramci pripojeni k internetu dochazi k prenosu objemnych dat, pricemz k takovému prenosu se déje
bezmala kazdou sekundu. Predstavme si situaci v podobé Casto pouzivaného kanalu YouTube od
spolecnosti Google, Inc., v jehoz ramci uzivatelé béhem jedné minuty nahraji do této sluzby bezmala
400 hodin obsahu, coz neni nikterak malo. S rostoucim popularitou YouTube vznikl i fenomén tzv.
youtuberu, influenceru, kteri kolem sebe buduji jistou komunitu fanousku, praveé jejich ¢innost
spociva v nahravani nejruznéjsich sluzeb na tento kanal. Je-li béhem jedné minuty nahréano 400 hodin
obsahu, pak jedna minuta provozu této sluzby prinasi 24 000 minut obsahu, ktery by museli prislusni
zameéstnanci zkontrolovat.[4] Je naprosto nepredstavitelné a realné i nemozné prubézné sledovat a
kontrolovat obsah prenasenych informaci, proto na zakladé Smérnice byly ¢lenské staty povinny
zajistit a prijmout opatieni, na zakladé kterych by byla, za splnéni urcitych pravidel, vyloucena
odpovédnost poskytovatelu za uloZeny obsah jeho uzivateli, nebot tento obsah je nahravan a dale
vyuzivan tretimi osobami, tj. uzivateli sluzby, kteri jsou seznaly s obsahem, a tudiz by meéli za néj
nést i odpovédnost.



V ramci volného pohybu zbozi a sluzeb by vylouceni rezimu Safe Harbour vedlo k omezeni volné
soutéze a tim tedy k naruseni vnitrniho trhu EU, a jako takové by vedlo k rapidnimu navyseni
nékladl na zajisténi dohledu nad obsahem nahravanych soubort, coz je jednak nerealné,
neproveditelné a velmi tvrdé pro poskytovatele, s ¢imz souvisi dalsi problém, a to garance zakladnich
prav a svobod napr. ochrany osobnich udaju, svobody podnikani a potazmo i cenzura sdélovanych
informaci, kdy by uvedenym postupem nebyla zajiSténa spravedliva rovnovaha mezi pravem
dusevniho vlastnictvi na strané jedné a svobodou podnikéni, pravem na informace atd., na strané
druhé, proto se na poskytovatele vztahuje vznik odpovédnosti pouze v pripadé nabyti védomosti o
protipravnosti informaci ulozenych uzivatelem a neucinéni nezbytnych kroku k odstranéni zavadného
obsahu nebo jeho znepristupnéni. Poskytovatel muze nabyt takové védomosti na zékladé podnétu,
stiznosti nebo za jinych okolnosti. K uvedenému lze zminit rozsudek Méstského soudu v Praze, v
némz byl reSen pripad tykajici se diskusniho prispévku vlozeného na server iDNES.cz treti osobou,
kdy v diskuzi k ¢clanku zalobce neodstranil, resp. neznepristupnil, obsah ukladanych informaci v
prispévku uzivatele s prezdivkou ,,Albert 52“, na jehoz zékladé bylo mozné zjistit informace o matce
poskozené umoznujici zjisténi totoznosti jeji dcery a o tom, ze jeji dcera byla znésilnéna, a to ve
spojeni s predmétnym ¢lankem obsahujicim dalsi podrobnosti trestniho rizeni. Spolecnost MAFRA, a.
s. jakozto Zalobce, se hajil tim, Ze jako IPS nema povinnost dohlizet na obsah informaci, nebot
zalobce nebyl osobou, ktera by sporny prispévek na server vlozila, pouze zalozil diskuzi, v niz bylo
umoznéno zverejiovani nazord jednotlivymi uzivateli, a proto nemuze byt odpovédny za spravni
delikt dle § 45a odst. 1 a 3 zdkona ¢. 101/2000 Sb., o ochrané osobnich tdaji, ve znéni pozdéjsich
predpistl, pficem? Policie Ceské republiky pozéadala poskytovatele (MAFRA, a. s.) o sdéleni IP adresy
vkladatele prispévku s odivodnénim, Ze je v dané véci provadéno Setreni dle trestniho radu, kdy i po
témer jednom roce byl predmétny prispévek uzivatele ,,Albert 52“ verejnosti pristupny. K odstranéni
zavadného prispévku spolecnosti MAFRA, a. s. doslo az v dobé, kdy proti ni bylo zahdjeno spravni
Iizeni pro poruseni zakazu zverejiiovani osobnich udaju umoznujici zjisténi totoznosti nezletilé
poskozené v trestnim rizeni. Méstsky soud v Praze dospél k zavéru, ze dozvédél-li se zalobce na
zakladé zadosti a nékolika urgencich od policejnich slozek o tom, ze v souvislosti s predmétnym
prispévkem je provadéno Setreni pro podezreni ze spachdani trestného Cinu, tak se zalobce mél blize
zabyvat obsahem predmétného prispévku a nenechat ho bez povSimnuti, a to vice jak jedenact
mésicl. Kdyby se byval zalobce blize zabyval obsahem predmétného prispévku, zjistil by, ze
prispévek skutecné obsahuje zavadné informace, a proto soud konstatoval, ze zalobce zacal
odpovidat za protipravni obsah prispévku jeho uzivatele od okamziku zaslané zadosti policie zalobci,
a na zakladé uvedeného soud shledal spachani spravniho deliktu zalobcem.[5]

Aktivni versus pasivni poskytovani hostingovych sluzeb

Pasivnim poskytovatelem hostingovych sluzeb je ten, kdo poskytuje sluzbu na zakladé pasivnich
technickych prostredki, ¢imz nedochézi z jeho strany k pfimym a manualnim zasahim vaci obsahu,
pricemz existence automatizovanych funkci sluzeb napriklad pomoci filtrovani obsahu nebo
vyhledavani v ramci sluzeb nezaklada aktivitu poskytovatele ve smyslu ustanoveni § 5 ZSIS. Pro
poskytovatele internetovych sluzeb je proto zasadni udrzet své sluzby v pasivnim rezimu, ¢imz tak
nebude naplnéna podminka pro zalozeni odpovédnosti za zpracovani obsahu. Za predpokladu, ze
poskytovatel vystupuje natolik aktivné v rdmci poskytovani hostingovych sluzeb, dochézi ke ztraté
bezpecného pristavu. RozliSeni mezi aktivnim a pasivnim pristupem poskytovatele hostingovych
sluzeb je dost problematické a obtizné, priCemz je nezbytné tento pristup poskytovatele hodnotit
vzdy ve vztahu ke konkrétnimu obsahu. Soudni dvir Evropské unie (dale jen ,,SDEU) se ve svém
rozsudku C-324/09 ze dne 12. 7. 2011 ve véci L"Oréal SA a dalsi vs. eBay International AG zabyval
otdzkou pasivity v ramci poskytovani hostingovych sluzeb, v némz uvedl nasledujici. Pro vylouc¢eni
odpovédnosti za obsah nesmi poskytovatel hrat aktivni roli takové povahy, ze by bylo mozné
konstatovat, Ze ulozena data zné nebo kontroluje. Za aktivni pristup nelze presto povazovat jakykoliv
zésah ze strany poskytovatele, kam napriklad spada razeni soubort podle velikosti nebo druhu
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souboru. V ramci automatizovaného razeni prenasenych informaci nedochéazi k moznosti seznameni
se s obsahem prenasenych dat. Podstatou pro rozliSeni, zda se jedna o aktivni nebo pasivni pristup
je, ze poskytované sluzby mohou fungovat bez aktivniho zasahu, tj. bez manudalniho zasahu, ze strany
poskytovatele; z uvedeného tedy vyplyva, ze se nejedné o formu aktivniho pristupu poskytovatele
sluzeb, pokud obsah (soubory) jsou upravovany, resp. zpracovany, formou automatizovaného
nastroje.

Zaver

Ze zavéru SDEU vyplyva, ze IPS pro udrzeni rezimu bezpecného pristavu ve vztahu ke konkrétnimu
obsahu nesmi hrét aktivni roli takové povahy, z néhoz by bylo mozné dojit k zavéru, Ze ulozeny obsah
informaci zna ¢i jej kontroluje, priCemz pravé otdzka aktivity ISP bude v konkrétnim pripadé hrat
dulezitou roli, na zdkladé které se bude individualné posuzovat ten ktery pripad, nebot pasivni, resp.
neutralni, role poskytovatele je predpokladem pro uplatnéni rezimu Safe Harbour. Lze tedy uzavrit,
ze IPS neni povinen dany obsah jakkoliv sledovat a kontrolovat, nebot takovym jednanim muze dojit
k zésahu do zakladnich prav a svobod jak uzivatele informacni spolec¢nosti, tak treti osoby, proto
zastava-li ISP pasivni a neutralni roli v ramci poskytovani sluzeb, pak nenese pravni odpovédnost za
pripadna poruSeni prav tretich osob ze strany uzivatell za predpokladu, Ze se nedozvi o
protipravnosti obsahu ukladanych informaci a neucini za timto i¢elem vhodna opatteni.

Mgr. Anna Dufkova,
asistentka Meéstského soudu v Praze
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